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Requirements for Compliance

« For compliance with the Cures Act, each EVV solution must capture six
required data elements:

o the type of service performed,

o the individual receiving the service,

o the date of the service,

o the location of service delivery,

o the individual providing the service, and
o the time the service begins and ends.

- States have flexibility in designing and contracting EVVV technology, as
long as the solution meets Cures Act requirements.



Common Options for Verification

- Telephonic: Service providers check-in and check-out by calling into
the EVV solution from the member’s landline or other phone and
participating in interactive voice response (IVR).

- In-Home Device: A one-time password (OTP), fixed-object (FOB), or
similar device in the member’s home generates a random code at
check-in and check-out, which service providers can then enter into the
EVV solution through IVR from another telephone or an online portal at
another time. Some systems might offer a portable in-home device,
such as a tablet, for verification, which might connect to GPS.

« Mobile Application: Service providers check-in and check-out through
a mobile application, usually on the provider’s personal or agency-
provided smartphone. This application connects to the Internet and
location services with GPS.

States may find that a combination of, or alternative to, the above
verification methods works best for their constituents.
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